
Prince George’s County does not sell, rent, or publish any of our visitors’ personal or 
private information.  We do not reveal specific information about subscribers or other 
personally identifiable data to unaffiliated third parties for their independent use, 
except in accordance with state and federal law.  In addition, we endeavor to restrict 
employee access to any personal information except where necessary to perform 
required duties.  
 

Unauthorized attempts to modify any information stored on this system, to defeat or 
circumvent security features, or to utilize this system for other than the intended 
purposes are prohibited and may result in criminal prosecution. 
 

The County’s information systems are the property of Prince George’s County 
Government and are intended for use in carrying out government business.  Prince 
George’s County retains all property rights to all information created, generated, 
replicated, processed, and stored by users in the course of using equipment or 
software, and all such information is not the property of the users. 
 

Electronic records are official records of Prince George’s County Government.  Such 
records are used by County personnel and agents and may be subject to release under 
federal and Maryland law including, but not limited to, Maryland Public Information 
Act (MPIA).  As a result, Prince George’s County Government information systems 
users should have no expectation of privacy while using any County information 
systems. 
 
For security and network maintenance purposes, authorized individuals may monitor 
equipment, systems and network traffic at any time.  Prince George’s County reserves 
the right to audit networks and systems on a periodic or as needed basis to ensure 
compliance with this policy, identify, respond to and document security incidents.  
Prince George’s County Government further reserves the right to perform forensics 
and interrogations of data and equipment for authorized investigations. 
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